
ALWAYS VERIFY THE 
SECURITY OF A WEBSITE:
LEGITIMATE SITES WILL ALWAYS BE SECURED 

USING A ‘HTTPS’ CERTIFICATION.

PAY CLOSE ATTENTION 
TO THE SPELLING AND GRAMMER OF AN EMAIL.

IF THERE ARE ANY INCONSISTENCIES, 

CONTACT YOUR IT SUPPORT.

BEWARE OF CHRISTMAS 
EMAIL OFFERS:
IF AN OFFER SEEMS TO GOOD TO BE TRUE, 

IT USUALLY IS!

ENSURE THAT ALL APPLICATIONS 

AND OPERATING SYSTEMS ARE 
UP TO DATE.

INSTALL THE LATEST ANTI-VIRUS 
SOFTWARE SOLUTIONS 
ON YOUR WORK DEVICES.

DO NOT OVERSHARE ON 
SOCIAL MEDIA

USE ENHANCED 

PRIVACY SETTINGS 
ON SOCIAL MEDIA.

DONT GET HACKED 
THIS FESTIVE SEASON
USE STRONG PASSWORDS 
TO REDUCE THE CHANCE 

https://www...

REMEMBER:
Reputable companies will never ask you to 

supply personal information in an email.

**********

NEVER CLICK ON 
LINKS OR DOWNLOAD ATTACHMENTS 

FROM UNKNOWN SOURCES.
www.xmas.com

jinnglebells@mail.com

Follow these tips, to ensure all company data is 
safe and secure this festive season

SPECIAL

OFFER


