
CYBER THREATS
THAT TARGET PEOPLE

Phishing:
The practice of sending fraudulent 
communications that trick recipients into 
clicking a malicious link or downloading a 
malware-laden attachment. 

Supply chain attacks: 

Attempts to damage an organisation by 
exploiting vulnerabilities in its supply 
chain network. 

Humans are a growing target for cyber attacks!

Malware:

Malicious software designed to disrupt, 
damage, or gain unauthorised access to a 
computer system.

Insider threats: 

Security incidents that originate within an 
organisation, as opposed to one from an 
external source. 


